
The interdisciplinary graduate program is jointly offered by the Departments of Criminal Justice & Criminology (CJC), Computer Information Systems & Business 
Analytics (CIS), and Computer Sciences (CS). The Department of CJC houses and administers the graduate program. 

Master of Science in 
Cybersecurity  

• Application Period: January – July*
• Entry Term: Fall
• Course Requirements: 36 Credits
• Semesters: 4
• Schedule: Full-Time
• Course Load: 3 Courses Per Semester (offered once a year)
• Graduate Transfer Credits Accepted: Up to 6 with Faculty Approval
• Internship: Optional, Not Required
• Culminating Experience: Cybersecurity Capstone

Fall Semester (Term 1) 

• CYBM 5000 Cyberlaws Regulation and Prosecution (CJC)
• CYBM 5020 Cybersecurity Infrastructure (CS)
• CYBM 5205 Information Systems Strategy Planning (CIS)

Spring Semester (Term 2) 

• CYBM 5002 Theories of Cybercrime (CJC)
• CYBM 5021 Network and Internet Security (CS)
• CYBM 5242 Security Risk Analysis and Risk Management (CIS)

 Summer Semester (Term 3) 

• CYBM 5001 Cybercrime Investigation (CJC)
• CYBM 5022 Intrusion Detection and Prevention (CS)
• CYBM 5244 Incident Detection and Response (CIS)

Fall Semester (Term 4) 

• CYBM 5023 Computer and Mobile Device Forensics (CIS)
• CYBM 5248 Information Assurance (CIS)
• CYBM 6001 Cybersecurity Capstone (CJC)

For more information visit https://www.msudenver.edu/criminal-justice-
criminology/cybersecurity-ms/ 
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